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PROGRAMA DE
CUMPLIMIENTO SOBRE
RESPONSABILIDAD
PENAL CORPORATIVA




INTRODUCCION

Enel Argentina S.A. (en adelante “Enel Argentina”) s una sociedad anénima de un grupo mul-
tinacional que opera en un sector empresarial complejo y altamente regulado, asi como en
diferentes entornos econdmicos, politicos, sociales y culturales. En este contexto, la integridad
se concibe como un valor fundamental para el desempefo de la actividad comercial. Requiere
que todo el personal de la sociedad actue con lealtad, integridad, transparenciay estricto cum-
plimiento de las leyes y hormativas nacionales e internacionales, asi como de los estandares
internacionales y directrices aplicables.

En ese marco el “Programa de Cumplimiento sobre Responsabilidad Penal Corporativa” o
"EGCP" esta concebido como una herramienta que permite reforzar el compromiso de Enel
con los mas altos estandares éticos, legales y profesionales, con el objetivo de mejorar y pre-
servar la reputacion del Grupo. Para ello, establece una serie de medidas preventivas orientadas
a mitigar la responsabilidad penal corporativa.

En los ultimos ahos, ha aumentado de forma constante el nimero de paises que en sus legis-
laciones han tipificado regimenes de responsabilidad penal corporativa, lo que permite que los
tribunalessancionenalasentidades corporativas por conductas delictivasde susrepresentantes,
empleados o terceros que actuen en su hombre.

En determinadas jurisdicciones, las leyes y reglamentos aplicables fomentan que las empresas
adopten estructuras de gobierno corporativo y sistemas de prevencion de riesgos, con el finde
evitar que sus directivos, empleados, consultores, contratistas o sus dependientes incurran en
conductas delictivas. Asimismo, dichas normativas prevén la posibilidad de eximir o atenuar las
sanciones aplicables cuando por las companias se hayan implementado medidas preventivas
adecuadas, destinadas a evitar la comision de acciones que puedan derivar en responsabilidad
penal de las personas juridicas.

Conlasanciéndelaley N.°27401/18, la Republica Argentina incorporé un régimen de respon-
sabilidad penal aplicable alas personas juridicas por la comision de determinados delitos contra
la administracion publica y el cohecho transnacional. La norma preveé diversas sanciones que
comprenden, entre otras, laimposicidn de multas, la suspension e inhabilitacion de actividades,
la pérdida de beneficios o incentivos estatales, asi como la eventual disolucidn de la entidad en
los supuestos mas graves. En este contexto, el presente Programa de Responsabilidad Penal
Corporativa se instituye como un marco rector destinado a prevenir, detectar y mitigar riesgos
de incumplimiento, reafirmando el compromiso con la legalidad, la ética y la transparencia.

En definitiva el EGCP, inspirado en los estandares internacionales mas relevantes, tiene como
objetivo definir estandares generales de conducta aplicables a empleados, personal direc-
tivo y demas miembros de los érganos de gestion y control (“Destinatarios Corporativos”),
asi como a asesores, consultores u otros contratistas y, en general, a terceros (“Terceros” u
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“Otros Destinatarios”) (en lo sucesivo, los Destinatarios Corporativos y los Otros Destinatarios
se denominaran conjuntamente los “Destinatarios”) debiéndose respetar en todo momento la

legislacion local e idiosincrasia cultural, social y econdmica.

Cuando la legislacion y las normativas locales contengan requisitos especificos que difieran de

las provisiones del EGCP, prevaleceran dichos requisitos.

MISION

EIEGCP representa una oportunidad para reforzar la prevencion proactiva de la responsabilidad
penal corporativa mediante el fortalecimiento de la gobernanzay del sistema de control interno.
Fue disehado para fomentar el desarrollo de conductas adecuadas y alineadas con la legalidad.

El EGCP establece los estandares clave de conducta esperados de todos los Destinatarios
Corporativos y, cuando se especifique, de los otros Destinatarios, con el fin de:

proporcionar un conjunto uniforme de normas orientadas a prevenir la responsabilidad
penal corporativa;

integrarlo al programa de cumplimiento local adoptado conforme a la legislacidn aplicable
en materia de responsabilidad penal corporativa.

Las normas contenidas en el EGCP estan alineadas con: los siguientes pilares documentales
adoptados por Enel:

las disposiciones y principios contenidos en el Cédigo Etico, que todos los Destinatarios
estan obligados a respetar;

las disposiciones del Plan de Tolerancia Cero contra la Corrupcion;

las normas en materia de gobernanza corporativa adoptadas por Enel, de conformidad con
la legislacion vigente y las mejores practicas internacionales;

los sistemas de control interno implementados;

Las disposiciones del programa de cumplimiento para cumplir la legislacion vigente en
materia de responsabilidad penal corporativa y toda otra politica, directrices o documentos
internos relacionadas.



ESTRUCTURA

El EGCP establece:

el proceso de adopciodn e implementacion del EGCP por parte de Enel, asi como la actua-
lizacion del mismo;

los mecanismos de difusidon del EGCP dirigidos alos Destinatarios, junto con las actividades
de formacion asociadas;

el sistema disciplinario aplicable en caso de incumplimiento de cualquiera de las disposi-
ciones contenidas en el EGCP;

los estandares generales de control;

las dreas de actividad sujetas a supervision en relacién con determinados tipos de com-
portamientos ilicitos (las “Areas a Supervisar” o “ABM"), enumeradas en la Seccién 8% cuya
prevencion constituye una prioridad para Enelen sucompromiso de dirigir sus operaciones
con honestidad e integridad (los “"Delitos”);

los estandares clave de comportamiento (o normas de conducta) aplicables a las “Areas a
Supervisar”.

EI EGCP se complementa con el Anexo 1, titulado “Ejemplos de comportamientos ilicitos co-
metidos en las ABM".

ADOPCION, APLICACION, RESPONSABILIDAD

WY MODIFICACIONES POSTERIORES

EIEGCP ha sido aprobado originalmente por el Directorio de Enel Argentina S.A. Elmencionado

Organo de Administracién, en el marco de su autonomia e independencia::

adoptara las medidas mas adecuadas para la implementacion y la supervision del EGCP,
teniendo en cuenta el tamano, la complejidad de las actividades realizadas, el sistema de
control interno vy el perfil de riesgo especifico y su marco regulatorio;

serd responsable de la correcta aplicacion de las “Areas a Supervisar” y los “Estdndares
Clave de Comportamiento”, segun lo dispuesto por la seccidn 10.2 del EGCP, asi como de
los controles establecidos.

Cualquier modificacion en el EGCP debera ser aprobada por Directorio de Enel. Asimismo, este
Organo de Administracién, seré el encargado de designar la estructura (individual o colectiva)
responsable de brindar apoyo para la implementacion y supervision del EGCP y de efectuar
los controles correspondientes, ello en cumplimiento de la normativa aplicable.



‘ DIFUSION DEL EGCP Y ACTIVIDADES
DE FORMACION

EI EGCP estara disponible para su consulta y descarga a través de la Intranet de Enel. También
se pondra a disposicion de los Destinatarios en el sitio web de la compania.

Sedesarrollaranactividades de formacionespecificasatodo el personal, incluyendoherramien-
tas de formacion digitales, con el objetivo de garantizar una adecuada difusion y comprension
del EGCP las Areas a Supervisar (ABM), asi como de los comportamientos pertinentes para
prevenir la comision de los Delitos. Estas actividades de formacién podran integrarse en los
programas de formacion que Enel adopte en el marco del cumplimiento del derecho penal y
de sus respectivos programas de cumplimiento.

W’ COMUNICACION A TERCEROS

Los Terceros seran informados sobre los principios y contenidos del EGCP, adhiriéndose al
mismo mediante la suscripcion de la documentacion correspondiente.

INFORMES POR PARTE DE DESTINATARIOS
CORPORATIVOS O DE TERCEROS
(NOTIFICACION DE DENUNCIAS)

Los Destinatarios del EGCP estan obligados a informar sobre cualquier posible conducta in-
debida, irregularidad e incumplimiento del Programa de Cumplimiento de Enel.

En cumplimiento de la normativa vigente y de su “Politica de Whistleblowing o Denuncia de
Irregularidades”, Enelhaestablecido un Canal de denunciasespecifico, gestionado porlafuncion
de Auditoria, disefado para garantizar la confidencialidad de la identidad del informante, de las
personas mencionadas en el informe, asi como del contenido y la documentacion relacionada.
Los informes pueden presentarse de la siguiente manera:

i. porescrito, es decir, a través de la web, o a través del sistema de notificacion en linea dis-
ponible en el sitio web del Grupo;

ii. de forma oral, a través de los nUmeros telefonicos indicados en la misma pagina web;

ili. escaneando el cddigo QR:

iv. o bien, mediante una reunién presencial, a peticion del denunciante, dentro de un plazo
razonable y utilizando los canales mencionados anteriormente.



De acuerdo con lo ya establecido en el presente documento, Enel gestiona los reportes recibi-
dos dentro del plazo previsto por la normativa vigente, prohibe cualquier forma de retaliaciony
garantiza que no se lleve a cabo ningun acto de represalia como consecuencia de un reporte.

Enel aplicara sanciones disciplinarias en los siguientes casos:

(i) agquellos que violen las medidas de proteccion del denunciante u otras personas protegi-
das por la ley pertinente, o (ii) que oculten o intenten ocultar el informe; o (iii) quien viole las
obligaciones de confidencialidad previstas en la legislacion vigente en materia de notificacion
de denuncias; o (iv) quien sea responsable del no establecimiento o gestion indebida de los
canales de notificacion de acuerdo con los requisitos establecidos en las normativas vigentes
sobre notificacion de denuncias; o (v) quien sea responsable de la falta de verificacion y ana-
lisis de los informes; o (vi) aquellos que tomen medidas de represalia contra el denunciante
u otras personas protegidas por la ley pertinente, a causa del mismo informe; asi como (vii)
el informante o denunciante cuando se establezca, incluso mediante sentencia de primera
instancia, la responsabilidad penal del mismo por los delitos de difamacion o calumnia, o su
responsabilidad civil por el mismo titulo en casos de dolo o negligencia grave.

' SISTEMA DISCIPLINARIO

Las funciones competentes de Enel aplicaran las medidas disciplinarias correspondientes en
caso de incumplimiento de cualquiera de los estandares de comportamiento establecidos en
el EGCP, conforme al sistema disciplinario vigente; a la normativa aplicable y al programa de
cumplimiento. Todo ello sin perjuicio de las garantias legales reconocidas a los empleados por
la legislacion aplicable, tales como el derecho a la defensa vy el principio del debido proceso.

Lasmedidasdisciplinarias podran seraplicablesindependientemente delresultado de cualquier
procedimiento penal que pueda ser iniciado por la autoridad judicial competente.

Asimismo, la documentacién contractual debera prever sanciones adecuadas en caso de
incumplimiento del EGCP por parte de Terceros, incluyendo —aunque no limitdndose a- la
posibilidad de resolucion contractual, de conformidad con la legislacion aplicable.



DELITOS

EI EGCP se aplica a los siguientes tipos de Delitos (en adelante, “los Delitos”, tal como se des-
criben a continuacion):

Delitos de Soborno

Otros Delitos contra Entidades Publicas
Fraude Contable

Abuso del Mercado

Financiacion del Terrorismo y Blanqueo de Capitales
Delitos contra Particulares

Delitos contra la Salud y Seguridad
Delitos Medioambientales

Delitos Cibernéticos

Delitos contra la Propiedad Intelectual
Delitos Fiscales
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En la seccidn 10.2 del EGCP se identifican los ambitos de actividad que deben ser objeto de
supervision por parte de Enel, asi como los estandares clave de comportamiento aplicables.

La lista incluida en el apartado 10.2 no exime a Enel de llevar a cabo una evaluacion del riesgo
y definicion de estandares clave de comportamiento adicionales, cuando asi se considere
apropiado. Por consiguiente, Enel podra identificar:

i. las actividades empresariales que puedan entranar un riesgo especifico de comision de
delitos, mediante un andlisis de los procesos operativos y de las posibles modalidades de
comision asociadas a los distintos tipos de delitos;

il. estdndares adicionales de comportamiento que deben cumplir todos los Destinatarios
Corporativos y, cuando asi se especifique expresamente, por otros Destinatarios para:
abstenerse de cualquier conducta que pueda dar lugar a la comision de alguno de los
Delitos descritos anteriormente; y abstenerse de cualquier conducta que, sin constituir
directamente uno de dichos delitos, pudiera razonablemente derivar en su comision.
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SISTEMA DE CONTROL DEL EGCP

El EGCP establece dos niveles principales de control en relacion con las Areas a Supervisar:

estdndares generales de control;
estdndares clave de comportamiento, especificos a cada ABM.

ESTANDARES GENERALES
DE CONTROL

En Enel se deberan cumplir con los siguientes estdndares generales de control:

1.

4.

segregacion de funciones: la asignacion de funciones, tareas y responsabilidades dentro

de Enel se realiza de conformidad con la separacion de funciones segun la cual ninguna

persona puede realizar de forma autdnoma la totalidad de un proceso (es decir, de con-
formidad con este principio, ninguna persona puede encargarse autdbnomamente de
realizar una accion, autorizarla y posteriormente verificarla); también se puede conceder
una separacion de funciones adecuada utilizando sistemas informaticos que permitan
realizar determinadas transacciones Unicamente a personas identificadas y autorizadas;
delegacion de firma y autorizacion: debe haber normas formales sobre el ejercicio de
poderes internos y delegaciones de firma. Las delegaciones de firma seran coherentes
con las responsabilidades organizativas y de gestion asignadas a cada titular del poder;

transparenciay trazabilidad de los procesos: siempre debe garantizarse la identificaciony
trazabilidad de las fuentes, la informacidn y los controles realizados para respaldar la toma
de decisiones vy la ejecucion de acciones, asi como la gestion de los recursos financieros.

Asimismo, debera garantizarse el almacenamiento adecuado de los datos e informacion

relevante, ya sea mediante sistemas de informacion electronicos y/o soportes en papel;

gestion adecuada de las relaciones con Terceros:

i. antesdeformalizar cualquier relacion con un Tercero, debera realizarse una evaluacion
de debida diligencia adecuada respeto a los requisitos de honorabilidad. El alcance de
dicha evaluacion sera proporcional al riesgo real o percibido de que el posible socio,
consultor, o proveedor no cumpla con los estandares requeridos. Esta evaluacion
podra incluir, entre otros, consultas a contactos empresariales, cdmaras de comercio
locales, asociaciones empresariales, busquedas en Internet y revision de referencias
empresariales y estados financieros. Se consideraran senales de alerta las siguientes
circunstancias:



el Tercero estad constituido en un pais con altos niveles de corrupcion segun indices
internacionales, tales como -a titulo enunciativo no taxativo- el indice de Percepcion
de la Corrupcion de Transparencia Internacional, o en un pais clasificado como “pais
no cooperador” segun la lista negra del GAF| u otra lista internacional relacionadas
con la lucha contra el blanqueo de capitales y la financiacion del terrorismo;

el Tercero ha sido suspendido o excluido de participar en licitaciones o contratos
con entidades estatales, organismos publicos o agencias gubernamentales debido
a investigaciones de cumplimiento realizadas por las autoridades publicas;

el Tercero ha sido objeto de procedimientos penales;

el Tercero se niega a adherirse al Programa de Cumplimiento sobre Responsabilidad
Penal Corporativa de Enel y adicionalmente, carece de un cddigo de conducta o
normativa equivalente en materia ética;

el Tercero mantiene vinculos familiares con funcionarios clave de agencias guber-
namentales nacionales o extranjeras;

un funcionario publico figura como propietario, directivo o accionista principal del
Tercero;

la direccion de la actividad empresarial del Tercero es una oficina virtual;

el Tercero tiene un beneficiario final no revelado;

comprobaciones adicionales, en caso de que, durante la fase de debida diligencia, surjan
senales de alerta,

supervision continua durante todalarelacion contractual para garantizar que lacontraparte

siga cumpliendo los requisitos establecidos por Enel, y
(iv) medidas correctivas, si durante la relacién contractual el tercero deja de cumplir con

los requisitos establecidos o surgen nuevas sefales de alerta, deberan adoptarse medidas

adecuadas. Entre las situaciones que podrian activar estas medidas se incluyen:

el Terceroinsiste eninteractuar directamente con funcionarios publicos, excluyendo
a Enel;

el Tercero solicita pagos anticipados inusuales;

el Tercero presenta facturas inexactas o por servicios no prestados;

el Tercero solicita que los pagos se realicen en efectivo, o en instrumento al portador;
el Tercero solicita que los pagos se realicen fuera de su pais de origen, en jurisdic-
ciones no relacionadas con la transaccion;

el Tercero solicita que el pago se realice a un intermediario 0 a otra entidad o solicita
que se realicen pagos a dos 0 mas cuentas bancarias;

el Tercero solicita fondos para que sean donados a una institucion o fundacion sin
animo de lucro.



AREAS A SUPERVISAR Y
ESTANDARES CLAVE DE
COMPORTAMIENTO

Delitos de soborno

Este tipo de Delitos se refieren a la oferta, entrega, solicitud o recepcion de dinero (o cualquier
otro tipo de beneficio, ganancia o ventaja) con el propdsito o con la intenciéon de influir en el
destinatario (Que puede ser una persona perteneciente a una empresa privada o un funcionario
publico) de manera que actue en favor de quien proporciona el soborno.

A menudo, los sobornos consisten en regalos o pagos de dinero (otras formas de sobornos
pueden incluir diversos bienes, privilegios, entretenimientos y favores) a cambio de un trato favo-
rable. Dichos tratos favorables, que desencadenan el soborno, pueden consistir, por ejemplo, en:

» la contratacion del sobornador en un contrato pertinente (ya sea con una administracion
publica o una empresa privada); o la adjudicacion de una licitacion publica;

e Unadeclaracion falsa, favorable al sobornador, por un testigo en un proceso judicial;

o laelaboracion de un informe indulgente por parte de un funcionario publico.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con este tipo de Delitos, es necesario supervisar las siguientes areas de actividad:

i. negociacion, ejecucion y gestion de contratos relevantes con cualquier Parte (Autoridades
Publicas, empresas, asociaciones, fundaciones, entre otras);

ii. participacion en licitaciones, tanto publicas como privadas;

ili. gestion de las relaciones no contractuales con organizaciones comunitarias y Autoridades
Publicas (por ejemplo, en relacion con los requisitos de salud, seguridad, medio ambiente,
gestion del personal y cumplimiento tributario);

iv. gestion de controversias, incluyendo litigios, arbitraje, procedimientos extrajudiciales;

v. seleccion de socios, intermediarios y consultores, asi como la negociacion, ejecucion y ges-
tion de los contratos correspondientes;

vi. gestion de efectivo y recursos financieros;

vii. gestion de iniciativas sin animo de lucro;

viii. gestion de regalos, entretenimiento y gastos de hospitalidad;

ix. reembolso de gastos incurridos por los empleados;

X. contratacion de personal;

xi. definicion de incentivos de compensacion, como los planes de objetivos por resultados (por
ejemplo, MBO) dirigidos a los ejecutivos.



Estandares clave de comportamiento

Al realizar negocios con empresas privadas, asi como con administraciones publicas y gobier-
nos internacionales, nacionales, estatales y locales (en adelante, las “Autoridades Publicas”), los
representantes de Enel, se comprometen a actuar con integridad y honestidad y deben cumplir
con todas las leyes y normativas aplicables. Asimismo, los Destinatarios Corporativos y Terceros
(conforme a los términos contractuales especificos), tienen expresamente prohibido:

a. ofrecer dinero u otorgar cualquier otro tipo de ventaja de cualquier tipo (incluidas pro-
mesas de empleo entre otras) a representantes de Autoridades Publicas, asi como a las
personas fisicas pertenecientes a una empresa privada -0 a sus familiares (en adelante, los
“Particulares”)- con quienes Enel mantenga o pretenda establecer una relacion comercial, o
en el marco de cualquier otra interaccion, como solicitudes de fondos publicos, tramitacion
de autorizaciones o licencias, entre otros;

b. ofrecer regalos, hospitalidades u otros beneficios a las personas mencionadas en el punto
anterior, salvo que se trate de practicas aceptadas conforme alos estdndares empresariales
habituales. No se consideran admisibles, entre otros: (i) viajes; (ii) regalos o entretenimiento
ofrecidos a personas vinculadas a procesos de licitacion en los que participe Enel. Sdlo se
permiten aquellos beneficios que constituyan una cortesia comercial razonable, tales como:
(i) comidas ocasionales de bajo valor; (ii) asistencia ocasional a eventos deportivos locales,
teatros u otros eventos culturales; y (iii) regalos promocionales de escaso valor, como boli-
grafos, calendarios u objetos similares. Los regalos ofrecidos - excepto aquellos de bajo valor
- debera ser documentado para permitir su inspeccion conforme a los controles internos
establecidos;

c. utilizar efectivo como medio de pago, salvo en los casos permitidos por la normativa vigente
(por ejemplo, dinero para gastos menores);

d. incurrir en cualquier gasto de promocidn o patrocinio, a menos que los gastos hayan sido
aprobados, previamente, por escrito por el area competente;

e. efectuar cualquier contribucidn a instituciones sin fines de lucro, proyectos comunitarios
0 asociaciones profesionales, a menos que los gastos hayan sido aprobados, previamente,
por escrito por el area competente;
asignar servicios a Terceros sin unajustificacion adecuada en relacion con las necesidades de Enel;

g. realizar pagos a Terceros que no estén suficientemente justificados con respecto al tipo de
servicio prestado y de las practicas locales vigentes.

Enel evaluard la conveniencia de adoptar medidas organizativas adecuadas para prevenir que
cualquier Destinatario incurra en las conductas descritas anteriormente. Ademas, Enel conside-
rara la adopcion de procedimientos especificos destinados a garantizar que:

h. exista documentacion adecuada que respalde toda la relaciéon material establecida con
Autoridades Publicas (por ejemplo, procedimientos administrativos para la obtencién de
autorizaciones, licencias o actos similares, empresas conjuntas con entidades publicas,
solicitudes de autorizaciones publicas) y cualquier relacién comercial relevante;



i. las relaciones con Autoridades Publicas, cuando estan en juego cuestiones relativas a los
intereses de Enel, sean gestionadas por almenos dos personas autorizadas, a fin de asegurar
transparencia y control;

j- los procedimientos de contratacion se realicen exclusivamente sobre la base de una nece-
sidad empresarial real y demostrable, que el proceso de seleccion involucre al menos dos
areas distintas y se base en criterios de objetividad, competencia y profesionalismo, con el
fin de evitar el favoritismo, el nepotismo y los conflictos de interés;

k. losplanesdeincentivos dirigidos ala gestion se disefen de manera que los objetivos contin-
gentes no fomenten conductas abusivas, sino que se enfoquen en resultados, especificos,
medibles y alcanzables de un plazo determinado;

I. enrelacion con la planificacion de proyectos, se establezcan plazos realistas, acordes con la
naturaleza y complejidad de las actividades previstas;

m. enrelacidnconelreembolsodelosgastos, debe presentarsealdepartamentode administracion
correspondiente, antes del pago, la documentacion pertinente, incluidos los recibos originales
que respalden el gasto realizado. Ademas, el pago o gasto correspondiente (o el recibo del
mismo), se describa con precision y se refleje en los registros contables pertinentes de Enel.

Otros delitos contra autoridades publicas

Este tipo de delitos se refiere, principalmente, al fraude contra entidades publicas, y se produce
cuando una empresa emplea artificios o esquemas ilicitos con el fin de defraudar a una entidad
publica u obtener una ventaja econdmica mediante declaraciones, promesas o pretensiones
falsas o fraudulentas.

A menudo, este tipo de delitos estan relacionados con financiacion publica y subvenciones y
ocurren cuando una empresa solicita financiacion publica o subvenciones sin tener derecho a
ellos, o hace un uso indebido de los mismos, distinto al previsto en el acuerdo de subvencion.

Este tipo de delito puede producirse por multiples motivaciones, que, normalmente, estan re-
lacionadas con la obtencidn de cualquier ventaja econdmica indebida.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con estos delitos, es necesario prestar especial atencion a las siguientes areas:

i. participacion en licitaciones publicas y en procedimientos administrativos de caracter publico
en general;

ii. gestion de relaciones con Autoridades Publicas, especialmente en lo relativo a requisitos de
salud, seguridad, medio ambiente, gestion de personal y cumplimiento tributario;

iii. solicitud de financiacion publica, subvenciones, subsidios o garantias emitidas por Autoridades
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Publicas;
iv. gestion de los fondos publicos recibidos, incluyendo subvenciones, subsidios o garantias
obtenidas.

Estandares clave de comportamiento

Ademas de los estandares establecidos en el apartado 10.2. A), los Destinatarios Corporativos y
Terceros (conforme a los términos contractuales especificos), se abstendran de incurrir en las
siguientes conductas:

a. presentar documentos falsos o alterados, total o parcialmente, durante la participacion en
ofertas de licitacion publica;

b. induciraerroralasAutoridades Publicas, por cualquier medio, durante laevaluacion de solici-
tudes de autorizaciones, licencias, habilitaciones, concesiones u otros actos administrativos;

c. omitir informacidn relevante en poder de Enel que pueda influir en las decisiones de las
Autoridades Publicas, en relacién con las circunstancias descritas en el apartado a) y b) des-
critos anteriormente, a favor de Enel;

d. todaconductaencaminadaaobtenerdeunaAutoridad Publica cualquier tipo de subvencion,
financiacion, préstamos u otros desembolsos publicos, mediante declaraciones o documen-
tos alterados o falsificados, la omisidn de informacion pertinente o, mediante cualquier otro
artificio o fraude, con la intencion de inducir a error a la entidad publica correspondiente;

e. utilizardinerorecibidodelas Autoridades Publicascomofondos, contribuciones o préstamos
para fines distintos de aquellos para los que fueron concedidos.

Ademas, para implementar los estandares de comportamiento descritos anteriormente; Enel
evaluara la conveniencia de adoptar medidas organizativas apropiadas para garantizar que:

f. todaslasdeclaraciones presentadas ante autoridades publicas, tanto nacionales como inter-
nacionales, con el propdsito de obtener fondos, subvenciones o préstamos sdlo contengan
informacion veraz y estén firmadas por personas debidamente autorizadas y, en caso de
obtenciénde dichos fondos, subvenciones o préstamos, éstos se contabilicen debidamente;

g. seestablezcancontrolesadecuadosde segregacionde funciones, garantizandoquelasfases
de solicitud, gestion y notificacion relacionadas con procedimientos publicos para la obten-
cion de fondos, subvenciones o préstamos sean gestionadas por diferentes Destinatarios
Corporativos dentro de la organizacion;

h. las actividades de recopilacion y analisis de la informacién, necesarias para fines de noti-
ficacidn, se realicen con el apoyo de las funciones competentes, asegurando la calidad y
veracidad de los datos;

i. la documentacion y notificaciones posteriores relacionadas con solicitudes de subsidios,
subvenciones o garantias sean aprobadas por niveles jerarquicos adecuados, conforme a
los procedimientos internos de control y supervision.



Fraudes contables

El fraude contable es un tipo de delito que consiste, principalmente, en la manipulaciéon inten-
cionada de los estados financieros con el objetivo de presentar una imagen falsa de la situacion
econdmica y financiera de una empresa ante inversores, acreedores, accionistas y otras partes
interesadas.

El fraude contable puede producirse por varias razones, entre las que se incluyen, sin limitarse a:

i. obtener financiacion bancaria, mediante la alteracion de los estados financieros para apa-
rentar una solidez econdmica inexistente;

ii. reportar beneficios irreales u ocultar pérdidas;

iii. omitir informacion relevante, que pudiera afectar negativamente la valoracion o reputacion
de la empresa;

iv. causar la inflacion del precio de la accidn;

v. ocultar la creacion de fondos destinados a fines ilicitos;

vi. encubrir conductas indebidas, como el robo o malversacion cometidos por directivos o
empleados;

vii. omitir hechos materiales que puedan inducir a error a cualquier parte interesada, incluyendo
autoridades bursatiles, entidades reguladoras, acreedores e inversores.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con este tipo de delitos, es necesario supervisar las siguientes areas:

i. laelaboracidon de documentos dirigidos ainversores o al publico, incluidos, entre otros, esta-
dos financieros e informes financieros periddicos, que contengan informacion sobre activos,
pasivos, ingresos, gastos o flujos de cajade las subsidiarias no italianas, incluso cuando dichos
documentos no constituyan informes contables periddicos formales.

ii. gestion de las relaciones con los auditores externos y érganos de supervision.

Estandares clave de comportamiento
Enelevaluaralaconvenienciade aplicar las medidas apropiadas, y se requiere que el personalencar-
gado de la contabilidad, los registros y las cuentas actle de manera adecuada para garantizar que:

a. losdatosy lainformacion utilizados en la preparacion de los informes financieros periodicos
sean precisos y verificados con diligencia;

b. todaslaspartidasdelbalance, cuyadeterminacidonycuantificaciéonimpliquenjuiciosdiscrecio-
nalessean objetivasy esténdebidamente respaldadas porladocumentacion correspondiente;

c. las transacciones se ejecuten conforme a las autorizaciones generales o especificas otor-
gadas por la direccion;



d. las facturas y demas documentacion pertinente relacionada con las transacciones sean
controladas, registradas y archivadas adecuadamente;

e. las transacciones se registren segun sea necesario para permitir la elaboracion de estados
financieros de conformidad con los principios contables aplicables, o generalmente acep-
tados, o cualquier otro criterio aplicable a dichos estados;

f. elaccesoadichos registros de transacciones sélo se permita conforme a las autorizaciones
generales o especificas de la direccion.

Ademas, para garantizar que se facilite al mercado unainformacién completay veraz, seimpide a
Enelincurrir en cualquier conducta que obstaculice o, en cualquier caso, obstruya la verificacion
de los auditores externos, ya sea mediante la ocultacion de documentacion o el uso de otros
medios fraudulentos.

Por ultimo, Enel estd obligada a realizar todas las comunicaciones con cualquier autoridad fi-
nanciera publica (segun lo dispuesto por la legislacion local aplicable) de una manera correcta,
completa, adecuada y répida, sin impedirles, en modo alguno, la realizacién de sus funciones,
incluso en el contexto de cualquier inspeccion (por ejemplo, mediante oposicidon expresa, ne-
gativa injustificada, conducta obstructiva o falta de cooperacion).

Abuso del mercado

Esta categoriade delitos se refiere principalmente a tres tipos diferentes de conductas: (1) vender
o comprar instrumentos financieros utilizando informacion que no esté disponible publicamente
(ej. Informacion Privilegiada, Informacion interna, confidencial, etc), o comunicarla de manera
ilegitima a terceros; (2) alterar el mecanismo de fijacidn de precios de instrumentos financieros
mediante la difusidn deliberada de informacion falsa o enganosa con el fin de influir en el precio
de dichos instrumentos; (3) ejecutar érdenes de compray venta que tengan por objeto o efecto:
(i) proporcionar indicaciones falsas o enganosas con respecto a la oferta, demanda o precio de
instrumentos financieros, (ii) fijar el precio de mercado de uno o mas instrumentos financieros
a un nivel anémalo o artificial.

Este tipo de conductas pueden tener lugar para el beneficio de una empresa por multiples ra-
zones, entre ellas, aungque no limitadas a

e reducirartificialmenteelpreciodelasaccionesde unaempresaobjetivoantesde unaadquisicion;

e perjudicar la reputacion de una empresa competidora;

» alterar el precio de un determinado instrumento financiero en cartera antes de realizar ope-
raciones comerciales relacionadas con el mismo.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.



Areas a supervisar

En relacion con este tipo de delitos, es necesario supervisar las siguientes areas:

gestiondelainformacion publica:incluye lasinteraccionesconinversores, analistas financieros,
periodistas y otros representantes de los medios de comunicacion, asi como la organizacion
y participacion en reuniones de cualquier tipo con dichas personas;
gestiondelainformacion privilegiadarelacionadaconlasociedadylosinstrumentos financieros
pertinentes. Esto abarca, entre otros aspectos, informacién sobre nuevos productos, servicios
y mercados; datos contables del periodo; previsiones y objetivos cuantitativos sobre el desem-
penfo empresarial; fusiones/escisiones; y, en particular, nuevos compromisos relevantes como
negociaciones y/o acuerdos relacionados con la adquisicion y/o venta de activos significativos;
gestiéndelalnformacion Privilegiada vinculada alos derivados de energiacomo, por ejemplo,
informacion sobre la indisponibilidad de plantas o instalaciones;

cualquier tipo de transaccion relacionada con instrumentos financieros en cartera.

Estandares clave de comportamiento

Cada Destinatario tiene expresamente prohibido:

utilizar Informacion Privilegiada para negociar, directa o indirectamente, instrumentos finan-
cieros en aras de obtener ventajas personales o en favor de Terceros o de Enel o de cualquier
otra empresa relacionada con Enel;

revelar Informacion Privilegiada a Terceros, excepto cuando asilo requiera laley, u otras dispo-
siciones reglamentarias o contratos especificos en los que las contrapartes estén obligadas a
utilizarlainformacionsolo parael propdsito originalmente previstoy mantener suconfidencialidad:;
recomendar o inducir a una persona, basandose en cierta Informacion Privilegiada, a realizar
cualquier tipo de transaccion sobre instrumentos financieros.

Ademas, cada Destinatario tiene expresamente prohibido:

d.

difundir informacion falsa o engafiosa a través de los medios de comunicacion (ya sea sobre la
propiaempresaosobre cualquier otraempresa), incluyendonternet, o por cualquier otromedio,
solo para alterar el proceso de acciones, derivados o actividades subyacentes que apoyen la
transaccion previamente planificada por el sujeto que difunde la informacion aqui contenida;
realizar cualquier transaccidon sobre un instrumento financiero (por ejemplo, compra o venta)
contra las normativas de abuso del mercado.



Financiacién del terrorismo y delitos de blanqueo de capitales

La financiacion del terrorismo entrana la solicitud, recaudacion o provision de fondos con la
intencion de utilizarlos para apoyar actos u organizaciones terroristas.

El objetivo principal de las personas o entidades involucradas que participan en la financiacion
del terrorismo es ocultar tanto la financiacion como la naturaleza de la actividad financiada.

El blanqueo de capitales es el proceso por el cual se encubre el origen ilicito de los fondos pro-
venientes de actividades delictivas. Este proceso puede manifestarse a través de tres conductas
diferentes y alternativas: (i) la conversion o transferencia de fondos, a sabiendas de que son pro-
ductos del delito, (i) laocultacion o elencubrimiento de laverdadera naturaleza, origen, ubicacion,
disposicion, movimiento o titularidad de bienes o derechos respecto de ellos, a sabiendas de
que esos bienes son producto de un delito; v (iii) la adquisicion, posesion o uso de bienes, a sa-
biendas, en el momento de la recepcion, que dichos bienes proceden de una actividad delictiva.

Cuando los productos de un delito son generados por la misma persona que oculta su origen
ilicito, dichaconductase castigaenalgunos paisescomoblanqueo de capitales por cuenta propia.

Elblanqueo de dineroy la financiacion del terrorismo comparten a menudo caracteristicas tran-
saccionales similares, principalmente relacionadas con el ocultamiento. Los blanqueadores de
dinero envian fondos ilicitos por canales legales para ocultar sus origenes delictivos, mientras
que los que financian el terrorismo transfieren fondos que pueden ser de origen legal o ilicito
de tal manera que ocultan su origen y uso final, que es el apoyo al terrorismo.

Este tipo de conductas pueden tener lugar en beneficio de una empresa por multiples razones,
incluyendo, pero sin limitarse a:

e obtener productos o cualquier otraventaja derivada de las actividades ilegales realizadas por
organizaciones terroristas que hayan sido financiadas (las otras ventajas pueden consistir
en la proteccidn de la actividad empresarial, en paises donde dichas organizaciones tengan
una influencia significativa);

e encubrir el origen ilegal de los productos del delito.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con este tipo de Delitos, es necesario supervisar las siguientes areas:

» transacciones financieras o comerciales realizadas con personas fisicas, corporaciones,
o entidades juridicas controladas directa o indirectamente por los sujetos anteriormente
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mencionados, que tengan su residencia o domicilio social en un pais que represente una
jurisdiccion de alto riesgo y no cooperativa (es decir, con deficiencias estratégicas en sus
marcos legales y regulatorios para combatir el blanqueo de capitales y la financiacién del
terrorismo) segun la evaluacion realizada por las autoridades internacionales competentes,
como el Grupo de Accidn Financiera Internacional (GAFI).

Estandares clave de comportamiento

Enel condena expresamente el uso de sus recursos para la financiacion o ejecucion de cualquier
actividad encaminada a alcanzar objetivos asociados con la financiacidn del terrorismo, asi como
cualquier uso indebido de instrumentos financieros y/u operaciones encaminadas a ocultar el
origen de los fondos de la empresa.

De manera mas general, Enel rechaza cualquier posible conducta encaminada, incluso indirec-
tamente, a facilitar delitos como la recepcion, el blanqueo y el uso de dinero, bienes o cualquier
activo de origen ilicito; en este sentido, Enel se compromete a ejecutar todas las medidas pre-
ventivas y de control posteriores requeridas para alcanzar ese objetivo, regulando también las
relaciones con terceros mediante disposiciones contractuales que requieran la observancia de
las leyes aplicables en la materia.

Esta expresamente prohibido:

a. utilizar pagos en blanco o en efectivo para cualquier operacion de recaudacion, pagos,
transferencia de fondos, etc.;

b. realizar o recibir pagos en cuentas bancarias anénimas o en cuentas bancarias ubicadas en
jurisdicciones de alto riesgo;

c. emitir o recibir facturas o expedir documentos en relacion con transacciones inexisten- tes.

Ademas, para aplicar los estandares de comportamiento anteriormente descritos, Enel debe:

realizar controles analiticos de los flujos de caja;
e. verificar la validez de los pagos, controlando que su beneficiario sea efectivamente la con-
traparte involucrada en la transaccion;
f. realizar controles de procedimiento, en particular en lo que respecta a las posibles transac-
ciones que se produzcan fuera de los procesos normales de la empresa;
conservar evidencia documental de todas las transacciones realizadas;
h. garantizar la trazabilidad de cada operacion financiera, asi como de los acuerdos o cualquier
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otra inversion o proyecto empresarial;
i. verificar la coherencia econémica de dichas operaciones e inversiones;
j- revisar la lista negra internacional sobre terrorismo y jurisdicciones de alto riesgo.



Delitos contra particulares

El término “delitos contra particulares” se refiere a varios tipos de delitos penales que suelen
implicar lesiones personales, amenazas de dafo fisico u otras acciones cometidas en contra
de la voluntad de una persona.

Sin embargo, a efectos de este EGCP los delitos contra particulares se refieren principalmente a
los delitos que pueden ocurrir con mayor probabilidad en la gestion de una empresa, como los
referidos a practicas de trabajo forzoso, consistentes principalmente en obligar alos empleados
a trabajar mediante el uso de violencia, intimidacion o por otros medios coercitivos, como la
retencion de documentos de identidad.

Este tipo de delito puede producirse por varias razones, incluyendo, pero sin limitarse a:

e emplear mano de obra a un coste minimo.
» emplear mano de obra totalmente sumisa, que no cuestione érdenes ni rechace solicitudes.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con este tipo de Delitos, es necesario supervisar las siguientes areas:

i. la celebracion de contratos con proveedores que empleen personal no especializado y/o
que operen en paises donde los derechos individuales no estén plenamente protegidos por
la legislacion local o internacional.

Estandares clave de comportamiento
Enel debe:

a. seleccionar Terceros externos (por ejemplo, socios, proveedores), especialmente aquellos que
prestan servicios no técnicos, solo después de haber verificado de forma rigurosa su fiabilidad;

b. formalizar la documentacién contractual adecuada con contratistas externos que les re-
quieran cumplir, y que sus subcontratistas cumplan, con cualquier legislacién internacional y
local aplicable. Esto incluye, entre otras, las convenciones de la Organizacion Internacional de
Trabajo (OIT) relativas a la edad minima para el empleo, las peores formas de trabajo infantil,
el trabajo forzoso, la proteccion del trabajo infantil y de la mujer, asi como el cumplimiento
de las condiciones higiénicas y sanitarias adecuadas;

c. aplicaryhacercumplirlassancionescontractuales previstasenlosacuerdoscorrespondientes
en caso de incumplimiento, por parte de un contratista o de cualquiera de sus subcontra-
tistas, de cualquier legislacion internacional o local aplicable.



Delitos de salud y seguridad

Los delitos de salud y la seguridad estan relacionados principalmente con el incumplimiento
de las legislaciones locales y los estandares laborales que deben llevarse a cabo en el lugar de
trabajo para prevenir accidentes y enfermedades de los empleados.

Este tipo de conductas pueden tener producirse en beneficio de una empresa por multiples
razones, incluyendo, pero sin limitarse a:

i. reducir costes, ya que la implementacion de las medidas requeridas conlleva, a menudo,
gastos adicionales para una empresa;

ii. aumentar la productividad, dado que trabajar sin considerar procedimientos y politicas
preventivas podria acelerar el proceso de produccion.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.

Areas a supervisar
En relacion con este tipo de Delitos, es necesario supervisar las siguientes areas:

i. cumplimiento de las leyes de salud y seguridad aplicables.

Estandares clave de comportamiento

Con independencia del alcance de la legislacion local en materia de salud y seguridad laboral,
Enel promoveray consolidara unasolida culturade proteccion en ellugar de trabajo, fomentando
la concientizacion sobre los riesgos y la responsabilidad individual en el comportamiento seguro.

En este sentido y mas alld del cumplimiento estricto de la normativa local aplicable, Enel se
compromete a adoptar todas las medidas necesarias para salvaguardar la integridad fisica y
moral de sus trabajadores.

Enel garantizara que:

a. Elcumplimiento de las disposiciones legales en materia de salud y seguridad laboral cons-
tituya una prioridad;

b. los riesgos laborales sean evaluados y gestionados, en la medida de lo posible y conforme
al desarrollo de las mejores técnicas disponibles, mediante la seleccion de los materiales y
equipos adecuados y seguros, con el objetivo de eliminar o, cuando no sea posible, reducir
el riesgo en su origen;

c. lainformacidényformacion delostrabajadores seaamplia, actualizaday especificaen funcién
de las actividades desempehadas;

d. seescuche periddicamente a los trabajadores sobre cuestiones relacionadas con la salud y



la seguridad en el entorno laboral;

e. se aplique un sistema de supervision eficaz para garantizar la correcta implementacion de las
medidas preventivas. Cualquierincumplimiento o dreade mejoradetectadadurante laactividad
laboral o en el marco de inspecciones periddicas sera abordada de forma oportuna y eficaz;

f. la organizacion del trabajo esté estructurada de manera que proteja la integridad de los
trabajadores, de terceros y de la comunidad en la que Enel opera.

Para alcanzar estos objetivos, Enel asignara los recursos organizativos, técnicos y econdmicos
necesarios para asegurar el pleno cumplimiento de la normativa vigente en materia de preven-
cion de riesgos laborales, asi como para mejorar de forma continua las condiciones de salud y
seguridad de los trabajadores.

Los Destinatarios Corporativos, en funcion del rol que desempenen dentro de la organizacion,
deberan garantizar el estricto cumplimiento de la legislacion aplicable, de los procedimientos
internos y de cualquier otra normativa corporativa destinada a proteger la salud y la seguridad
de los trabajadores.

Delitos medioambientales

Los delitos medioambientales comprenden una ampliagama de actividadesiilicitas, entre las que
se incluyen el comercio ilegal de especies silvestres, la gestion indebida de los recursos hidricos,
el tréfico y eliminacion no autorizada de residuos peligrosos y el contrabando de sustancias que
agotan la capa de ozono.

Este tipo de delitos suelen tener un impacto directo en la calidad del aire, el agua y el suelo, pone
en riesgo la biodiversidad y puede desencadenar desastres ambientales de gran magnitud, repre-
sentando una amenaza para la salud, la seguridad y el bienestar de amplios sectores de poblacion.

Impulsadas por elevados beneficios econdmicos y facilitadas por un bajo riesgo de deteccion
y escasas tasas de condena, estas actividades ilicitas atraen cada vez a mas redes delictivas y
organizaciones criminales, especialmente en contextos transnacionales.

Estasconductas pueden producirse enbeneficiode unaempresapor diversasrazones, entreellas:

e reduccion de costos: evitar la implementacion de medidas de proteccion ambiental puede
representar un ahorro econdmico inmediato;

e incrementodelaproductividad: operar sin considerar los impactos medioambientales puede

acelerar procesos productivos, aunque acostadel cumplimientonormativoylasostenibilidad.

Para mas detalles, véanse los ejemplos que figuran en el Anexo 1.



Areas a supervisar

En relacion con este tipo de Delitos, es necesario supervisar especialmente las siguientes areas:

cumplimiento de la normativa ambiental aplicable en el disefo, construccion, operacion,
mantenimiento y desmantelamiento de plantas, interconexiones e infraestructuras de re-
des de distribucion;

cumplimiento de la normativa ambiental aplicables en la prestacion de productos y servicios
relacionados con la energia, la eficiencia energética y la movilidad eléctrica, tanto a clientes
residenciales, como a pequefas, medianas y grandes empresas, asi como entidades del
sector publico; incluyendo el disefo, pruebay desarrollo de productos de movilidad eléctrica
e innovacion tecnoldgica.

Estandares clave de comportamiento

En el desarrollo de sus actividades empresariales, Enel se compromete a actuar conforme al
principio de proteccion y preservacion del medio ambiente.

En particular, Enel:

contribuye activamente a la concienciacion y difusion de buenas practicas en materia de
proteccionambiental, gestionando susactividadesencumplimientodelalegislacion aplicable;
promueve el desarrollo cientificoy tecnoldgico orientado ala proteccidon del medio ambiente
y a la conservacion de los recursos naturales, mediante la adopcidn de sistemas avanzados
que favorezcan la sostenibilidad y la eficiencia energética;

se esfuerza por satisfacer las expectativas de sus clientes y demas partes interesadas en
relacion con cuestiones medioambientales, adoptando todas las medidas necesarias parala
protecciény preservacion del entornoy condenando cualquier forma de dafo al ecosistema.

En los acuerdos celebrados con Terceros que puedan implicar responsabilidad ambiental para

Enel -especialmente en lo relativo a la gestion y eliminacion de residuos-, se incluiran clausulas
especificas que impongan el cumplimiento de la norma ambiental aplicable, asi como sanciones

contractuales en caso de incumplimiento.

Delitos cibernéticos

Los delitos cibernéticos se dividen en dos categorias principales.

aquellos en los que el objetivo es una red o un sistema informatico;
aquellosenlosqueeldelitoesejecutado ofacilitado mediante elusode un sistemainformatico.



Ejemplos:

intrusiéon no autorizada en una red o sistemas informaticos protegidos;
introduccion de virus u otros programas maliciosos en sistemas informaticos;
interceptacion no autorizada de datos transmitidos a través de redes informaticas.

Estos delitos pueden tener diversas motivaciones, entre las que se incluyen:

robo de secretos comerciales de empresas competidoras;
sabotaje o dano intencionado a los sistemas informaticos de un competidor;
obtencidnilicitadeinformacionconfidencial sobre estrategiasde mercadode otrasempresas.

Para ejemplos adicionales, vease el Anexo 1.

Areas a supervisar
En relacion con este tipo de delitos, es necesario supervisar las siguientes areas clave:

actividades digitales realizadas por los Destinatarios, tanto en entornos de Tecnologias de
Informacion como de Tecnologia Operativa, incluyendo el uso de recursos como la intranet,
internet, correo electronico corporativo, aplicaciones empresariales, plataformas de cola-
boracion e intercambio de datos, redes sociales, herramientas de mensajeria instantanea;
gestion y proteccion de los dispositivos corporativos (por ejemplo, estaciones de trabajo,
teléfonos inteligentes, dispositivos extraibles) y de las infraestructuras tecnoldgicas (como
servidores, switches, routers, firewalls y sistemas de almacenamiento);

planificacion e implementacion de medidas preventivas para mitigar el riesgo de pérdida de
datos e informacion, asi como para garantizar la confidencialidad, integridad y disponibilidad
de los activas digitales;

gestion de perfiles de usuarios con privilegios.

Estandares clave de comportamiento
Deberan evaluarse laconvenienciade aplicar medidas técnicas, fisicasy organizativas adecuadas

para prevenir conductas indebidas, y cada Destinatario esté obligado a abstenerse de incurrir
en las siguientes practicas:

uso indebido de credenciales personales para acceder a dispositivos, sistemas o infraes-
tructuras de Tecnologias de la Informacion y Tecnologia Operativa;

permitir o facilitar el acceso no autorizado de terceros a dichos sistemas o infraestructuras;
divulgacion o intercambio no autorizado de informacion o datos empresariales fuera del
entorno corporativo;

acceso, extraccion o modificacion no autorizados de informacion o datos;

uso de dispositivos personales o no autorizados para transmitir o almacenar informacién o
datos de la empresa;



compartir dispositivos corporativos con personas no autorizadas;
manipulacién o alteracion de configuraciones endispositivos oinfraestructuras corporativas;
manipulacién de sistemas, robo o destruccidon de archivos, datos o programas de laempresa;
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acceso a sistemas de informacion corporativos sin la debida autorizacion;

j- envio de comunicaciones no solicitadas (spam);

k. conexidon de dispositivos externos (ordenadores personales, periféricos, discos duros, etc.)
a sistemas corporativos o instalacion de software y bases de datos sin autorizacion previa;

I. instalacion de software maliciosos (por ejemplo, virus o gusanos) en sistemas o infraestruc-
turas de Tecnologias de la Informacion y Tecnologia Operativa;

m. uso de software o hardware no autorizado que pueda emplearse para evaluar o comprome-

ter la seguridad de los dispositivos, sistemas e infraestructuras corporativos (por ejemplo,

herramientas para identificar credenciales o descifrar archivos cifrados).

Deberé garantizarse un monitoreo periddico de las actividades realizadas por el personal de Enel
en los sistemas informaticos corporativos con el fin de identificar comportamientos inusuales,
posiblesvulnerabilidades o deficiencias, siempre enconformidad conlalegislacionlocal aplicable.
Asimismo, seréd preciso que se recuerde periodicamente a los Destinatarios Corporativos la obli-
gacion de utilizar de forma adecuada los dispositivos, sistemas e infraestructuras puestos a su
disposicion, incluyendolarealizacion de sesiones de formacion especificas cuando seanecesario.

Delitos de derechos de autor

La infraccion de los Derechos de Autor en el entorno corporativo puede manifestarse a través
del uso no autorizado, reproduccion, distribucion o adaptacion de obras protegidas por la legis-
lacion de propiedad intelectual, tales como software, bases de datos, videos, imagenes, obras
literarias y musicales.

A los efectos del EGCP los delitos contra los derechos de autor comprenden principalmente
aquellas conductas que pueden producirse con mayor probabilidad en el contexto de la gestion
empresarial, como el uso ilicito de bases de datos o software, la reproduccion no autorizada o
la distribucién de materiales protegidos, entre otros.

Este tipo de delito puede originarse por diversas causas, entre las que se incluyen, sin limitarse a:

a. Desconocimiento: los empleados pueden infringir derechos de autor de forma involuntaria
debido a una formacion insuficiente sobre la normativa aplicable y las politicas internas de
la empresa;

b. Presion competitiva: en mercados altamente competitivos, Enel podria incurrir en el uso
no autorizado de obras protegidas por derechos de autor con el fin de reducir costes de
desarrollo y obtener ventajas comerciales;



C.

Mala fe: empleados que, de forma deliberada, infringen derechos de autor con el objetivo
de perjudicar a otra empresa del sector de Enel.

Para ejemplos especificos, véase el Anexo 1.

Areas a supervisar
En relacién con este tipo de delitos, deben supervisarse especialmente los siguientes compor-
tamientos o situaciones:

uso o divulgacion no autorizados de obras protegidas por derechos de autor, materiales de
investigacion o contenido de propiedad de terceros;

uso de imagenes, videos o musica con derechos de autor en campanas promocionales sin
la debida autorizacion;

uso no autorizado de software, pirateria digital o extraccion no autorizada de datos de bases
de datos protegidas;

infracciones derivadas de procesos de externalizacion, acuerdos de empresas conjuntas o
deficiente supervision de contratos de licencia, derechos de distribucidon de contenidos o
gestiodn de activos digitales en el marco de acuerdos comerciales.

Estandares clave de comportamiento

Ademas de los estandares clave de comportamiento establecidos en el apartado 10.2 seccion
), debera evaluarse la conveniencia de adoptar medidas técnicas, fisicas y organizativas ade-
cuadas para prevenir:

o

el uso o difusion ilicita al publico, a través de redes informaticas o cualquier otro tipo de
conexion, de obras originales protegidas por derechos de autor, total o parcialmente;

el uso, distribucion, extraccion, venta o arrendamiento de contenidos de bases de datos en
violacion de los derechos exclusivos de explotacion y autorizacidn del titular de los derechos;
la descarga no autorizada de software sin la correspondiente documentacion contractual;
la descarga de software de peer-to-peer u otros programas no vinculados directamente
con la actividad corporativa.

Encaso de que en Enel se celebren contratos con terceros parala ejecucion de actividades que pue-
dan implicar riesgos de infraccion de derechos de autor, dichos contratos deberan incluir cldusulas
especificas que exijan el cumplimiento de la legislacion y reglamentacion aplicables en la materia.

Las medidas adoptadas deberan basarse en los siguientes principios fundamentales:

respeto por los derechos de autor de terceros: obtener las autorizaciones necesarias antes
de utilizar materiales protegidos, incluidos imagenes, videos, software y contenidos escritos;
cumplimientode politicasinternasyformacion continua:respetarlas politicasinternasrelativas
al uso, licenciamiento y proteccion de derechos de autor, difundirlas dentro de la organiza-
ciéon y promover programas de formacion actualizados conforme a la evolucion normativa;

'elale)
\I \'



e supervision interna y reporte de infracciones: fomentar una cultura de vigilancia interna y
alentar a los empleados a reportar cualquier sospecha de infraccion de derechos de autor
0 UsO no autorizado de contenidos protegidos.

Asimismo, se deberd mantener una actitud proactiva en el respeto de todas las formas de pro-
piedadintelectual, incluidaslas marcasregistradas, patentesy secretos comerciales. Estoimplica:

e cumplir con las politicas internas destinadas a proteger los activos intangibles;

» fomentar una cultura organizacional basada en el cumplimiento normativo;

e realizar un seguimiento continuo de la evolucién de la normativa en materia de propiedad
intelectual, con el fin de adaptar las practicas empresariales en consecuencia.

Delitos fiscales

Los delitos fiscales comprenden conductas realizadas por el contribuyente que infringen dis-
posiciones a proteger el interés de la administracion fiscal en el ejercicio de sus funciones de
evaluacion, control y recaudacion de impuestos.

Desde el punto de vista penal, los delitos fiscales se clasifican principalmente en tres categorias:
declarativos, falsedad documental y relacionados con la evasion de impuestos:

o Losdelitos declarativos incluyen: i) La presentacién de declaraciones fraudulentas mediante
el uso de facturas u otros documentos relativos a operaciones inexistentes; ii) Declaraciones
fraudulentas mediante otros artificios, como operaciones simuladas (objetiva o subjetivamente)
o el uso de documentacion falsa distinta de la mencionada anteriormente; iii) Cualquier otra
forma de engano que pueda inducir a error a la administracion tributaria;

» los delitos de falsedad documental consisten en la emisidn de facturas u otros documentos
por operaciones inexistentes, con el fin de facilitar la evasion fiscal;

o los delitos relacionados con la evasion de impuestos se refieren al incumplimiento de las
obligaciones tributarias que correspondan.

Tanto los delitos declarativos como los documentales se consideran delitos de intencion es-
pecifica, es decir, requieren que el elemento subjetivo del delito esté orientado a la evasion del
impuesto sobre la renta o del impuesto al valor afadido.

Asimismo, puede configurarse como delito fiscal elincumplimiento de los requisitos establecidos
para acceder a incentivos o beneficios fiscales concedidos conforme a la legislacion vigente.

Areas a supervisar
En relacion con este tipo de delitos, deben supervisarse especialmente las siguientes areas:



Vi.
Vii.

gestion tributaria (incluida la preparacion de declaraciones fiscales y el cumplimiento de
obligaciones conexas);

elaboracion, conservacion y archivo de registros contables y demas documentos con rele-
vancia fiscal;

facturacion corporativa;

contabilidad y facturacion entre empresas del Grupo;

cesion de activos y operaciones societarias extraordinarias;

gestidn de las relaciones con las autoridades fiscales;

gestion de compensaciones fiscales.

Estandares clave de comportamiento

Con el objetivo de garantizar una fiscalidad justa, responsable y transparente, Enel se compro-
mete a actuar con integridad y honestidad, adoptando un enfoque plenamente orientado al
cumplimiento de la normativa fiscal aplicable. Asimismo, se comprometen a interpretar dicha
normativa de manera responsable, con el fin de mitigar el riesgo fiscal y atender adecuadamente
los intereses de todas las partes interesadas.

Para aplicar estos estandares de comportamiento, Enel debe:

a.

garantizar una conducta integra y transparente, en cumplimiento con la legislacién y re-
glamentacion aplicable, asi como de los procedimientos internos, en todas las actividades
relacionadas con la gestion contable, la facturacion, el mantenimiento de registros fiscales
y la gestion tributaria (incluida la preparacion de declaraciones y el cumplimiento de obliga-
ciones conexas);

verificar la fiabilidad de los formularios de declaracién y pago del impuesto sobre la renta 'y
del impuesto sobre el valor afiadido (IVA), contrastandolos con los registros contables, asi
como la exactitud de los datos consignados;

comprobar la correccion de los calculos relativos a impuestos directos e indirectos;
asegurar la implementacion oportuna de novedades legislativas en materia fiscal y, en con-
secuencia, actualizar los procedimientos y politicas internas;

verificarquelosimportes correspondientesalimpuestosobrelarenta, alVAyalasretenciones
en origen certificadas por la empresa como agente de retencion hayan sido correctamente
calculados y pagados;

confirmar que los hechos econdmicos y financieros con relevancia fiscal se correspondan
con eventos empresariales reales y debidamente documentados;
garantizarelregistrocontable completo, precisoyoportunode facturasy demas documentos
relevantes para fines fiscales;

asegurar la conservacion de registros y documentos obligatorios mediante medios digitales
que garanticen su disponibilidad e integridad;

verificar la integridad y exactitud de los datos consignados en las facturas, conforme a lo
acordado contractualmente con proveedores o clientes, y en relacion con los servicios
efectivamente prestados;



j- asegurarla maximaintegridad, transparenciay correccion sustantiva y procedimental en las
transacciones con otras empresas del Grupo, garantizando que los servicios interempresa-
riales estén debidamente regulados por contrato y se presten en condiciones de mercado;

k. definir criterios para la determinacion de precios de transferencia, de conformidad con la
normativa aplicable;

l. establecer funciones, deberes y responsabilidades claras en relacion con la verificacion del
cumplimiento de los criterios adoptados para los precios de transferencia;

m. garantizar la participacion de las funciones fiscales pertinentes en la evaluacion de impac-
tos tributarios y en el cumplimiento normativo en el contexto de operaciones societarias
extraordinarias;

n. verificar el cumplimiento de los procedimientos relativos a la cesidn y eliminacion de activos,
asegurando su adecuado tratamiento fiscal;

o. promover la transparencia, equidad y cooperacion en las relaciones con las autoridades
fiscales, incluso durante procesos de fiscalizacion. Asimismo, fomentar la adhesion a regi-
menes de cumplimiento cooperativo para aquellas entidades que cumplan con los requisitos
normativos locales, con el objetivo de fortalecer las relaciones institucionales;

p. Vverificar el cumplimiento de los requisitos hormativos aplicables a la compensacion de im-
puestos directos e indirectos, asi como la veracidad y exactitud de las certificaciones que
respaldan los créditos fiscales.

DISPOSICIONES
FINALES

Para garantizar el cumplimiento de las disposiciones legales mencionadas, Enel ha establecido
un sistema de politicas y procedimientos internos que asigna de manera clara funciones y res-
ponsabilidades especificas dentro de la organizacion.
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EJEMPLOS DE COMPORTAMIENTOS
ILICITOS COMETIDOS EN LAS ABM

La siguiente enumeracion detalla, a titulo meramente ejemplificativo y sin caracter taxativo,
ejemplos de los delitos del EGCP que pueden cometerse dentro del ambito de Enel:

Delitos de soborno

Se considerara la comision de delitos de soborno cuando una persona:

* entregue un obsequio a un funcionario con el fin de obtener la adjudicacion de unalicitacion;

o ofrezca dinero a un funcionario durante una inspeccion para persuadirlo de ignorar deter-
minadas irregularidades;

e prometa contratar a un empleado de una empresa del mismo sector a cambio de obtener
acceso a documentos confidenciales de dicha empresa;

o ofrezca dinero a un testigo con el propdsito de inducirlo a realizar una declaracion falsa en
un proceso judicial en el que Enel esta involucrado.

Otros delitos contra autoridades publicas

Se considerara la comision de otros delitos contra autoridades publicas cuando una persona:

o presente informacion falsa ante una agencia gubernamental durante el proceso de partici-
pacion en una licitacion, con el objetivo de asegurar su adjudicacion;

e proporcione una representacion falsa de la situacion financiera o empresarial de Enel, con
el fin de obtener financiacion publica;

e incumpla las condiciones de un acuerdo de subvencion, utilizando de forma indebida los
fondos recibidos de una entidad publica.

Fraude contable

Se considerara la comision de fraude contable cuando una persona:

e omita registrar en los estados financieros las pérdidas relevantes sufridas por Enel;

» ocultelacreacion de fondos destinados afinesilicitos, mediante la sobreestimacion del coste
de servicios de consultoria contratados por Enel.

Abuso del mercado
En el supuesto de Enel solicitara su autorizacion en el régimen de Oferta Publica y se convierta
en una sociedad cotizada, a efectos de este ECGP se considerara abuso de mercado cuando
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una persona:

divulgue informacidn privilegiada a un familiar sobre una préxima adquisicion, induciéndolo
a comprar acciones de la empresa;
difunda informacion falsa sobre la situacion financiera de Enel con el objetivo de influir en
el precio de sus acciones;
propague informacion falsa o enganosa sobre una empresa competidora con el fin de per-
judicar su reputacion en el mercado.
Incurrir en delito de “Insider trading” es decir, usar de manera indebida informacién privile-
giada de la compania —esto es, informacidn no publica, reservada y relevante referida a un
emisor de valores negociables, sus negocios o valores— obtenida en virtud de una posicion,
cargo, actividad o relacion, para:
- Comprar, vender o realizar cualquier operacion sobre valores negociables.
- Recomendar a terceros que lo hagan.
- Beneficiarse de dicha ventaja informativa en perjuicio de la transparencia e igualdad en
el mercado.
- divulgar informacion privilegiada a un familiar sobre una préxima adquisicion, inducién-
dolo a comprar acciones de la empresa;

Financiacion del terrorismo y delitos de blanqueo de dinero
Se considerara la comision de delitos relacionados con la financiacion del terrorismo o blanqueo

de capitales cuando una persona:

reciba o transfiera fondos desde o hacia una empresa ubicada en un paraiso fiscal, o con
cuentas bancarias en dichas jurisdicciones, con el fin de ocultar el origen ilicito del dinero;
simule el pago de servicios de consultoria a una empresa, transfiriendo en realidad fondos
a cuentas bancarias secretamente controladas por una organizacion ilegal que financia
actividades terroristas;

utilice fondos destinados a fines ilicitos -cuya creacion ha sido encubierta mediante la mani-
pulaciondelos estados financieros de laempresa- parafinanciar partidos politicos vinculados
a organizaciones terroristas.

Delitos contra particulares
Se consideraré la comision de delitos contra particulares cuando una persona:

se aproveche de la situacion de vulnerabilidad fisica o psicoldgica de un trabajador para
explotarlo laboralmente;

obligue a una persona a trabajar mediante amenazas, abuso de autoridad y/o violencia;
coaccione alas personas migrantes para que trabajen bajo amenaza de ser denunciada ante
las autoridades migratorias.



Delitos de salud y seguridad
Se consideraralacomision de delitos en materia de saludy seguridad, cuando una persona actue
en incumplimiento de la legislacién aplicable, incluyendo, entre otros los siguientes supuestos:

no proporcione el Equipo de Proteccion Personal (EPP) conforme a lo establecido en la eva-
luacién de riesgos;

omita la implementacion de medidas de emergencia en el lugar de trabajo, incluyendo las
medidas organizativas, formativas y técnicas;

no suministre a los trabajadores el equipo de seguridad ni la maquinaria necesaria para el
desempeno seguro de sus funciones;

permita que los empleados operen maquinaria sin haber recibido la formacion adecuada
sobre su uso seguro;

omita realizar los exdmenes médicos periddicos exigidos por la normativa, necesarios para
evaluar el estado de salud de los trabajadores y detectar posibles afectaciones derivadas
de su actividad laboral.

Delitos medioambientales
Se considerara la comision de delitos medioambientales cuando una persona:

omita considerar el impacto sobre la Biodiversidad al planificar la expansion de una planta, o
cause dafos al habitat de especies animales protegidas, poniendo en riesgos u existencia;
no gestione adecuadamente la eliminacion de residuos de la empresa y, en su lugar, esta-
blezca un sitio de disposicion ilicita de residuos;

contamine cuerpos de agua debido al uso inadecuado del recurso o de los sistemas de
tratamiento de agua;

no implemente sistemas adecuados de prevencion y control de emisiones atmosféricas,
generando la contaminacion del aire.

Delitos cibernéticos y relacionados con la propiedad intelectual
Se considerara la comision de delitos cibernéticos o relacionados con la propiedad intelectual

cuando una persona:

instale software ilegalmente copiado en dispositivos de trabajo;

acceda sin autorizacion a sistemas informaticos de empresas competidoras mediante
técnicas maliciosas de pirateria informatica, con el fin de sustraer informacién confidencial,
secretos comerciales o difundir malware con intencién de causar dano.

Delitos fiscales
Se considerara la comision de delitos fiscales cuando una persona:



con el fin de evadir impuestos sobre la renta o el impuesto al valor anadido (IVA):
- utilice facturas u otros documentos relativos a operaciones inexistentes, o declare en
su declaracion fiscal elementos pasivos ficticios;
- oculte o destruya documentacion que deba conservarse legalmente, impidiendo asi la
reconstruccion de los ingresos o del volumen de negocios;
emita o expida facturas u otros documentos por operaciones inexistentes, con el propdsito
de permitir a terceros la evasion de impuestos sobre la renta o el IVA.
no pague losimpuestos debidos, utilizando paraello créditos fiscales inexistentes oindebidos
Como mecanismo de compensacion.



